Telework Tools & Tips

Telework Basics:

· Review COMDTINST 5330.4 and associated documents (FAQs and job aids) on the Civilian HR Telework webpage available at: http://www.dcms.uscg.mil/Our-Organization/Assistant-Commandant-for-Human-Resources-CG-1/Civilian-Human-Resources-Diversity-and-Leadership-Directorate-CG-12/Civilian-HR/Benefits/Telework/ 
· ANCHR 14-03: Telework Program Overview
· Complete training (available on the CG Portal LMS) available at: https://elearning.uscg.mil/Default.asp 
· Telework 101 for Employees

· Telework 101 for Managers

· Complete a telework agreement (Form CG-5330)

· Complete the request for a Virtual Desktop Infrastructure (VDI) Remote Access Services account via CGFIXIT.
· Record telework in WebTA by using the process outlined in the job aid at the following link:  http://www.dcms.uscg.mil/Portals/10/CG-1/cg121/docs/Benefits/Telework_WebTA.pdf?ver=2017-03-23-142747-933. 
· Remember, teleworkers are required to work, in accordance with OPM’s Washington, DC, Area, Dismissal and Closure Procedures, and COMDTINST 5330.4, when a closure, delayed arrival or early dismissal is announced. When the office is closed and the telework site is also impacted by the emergency, supervisors may exercise their authority to grant excused absence to the affected teleworker on a case-by-case basis (e.g., when power outages or network connection problems prevent telework).
· ANCHR 16-02:  Telework Expectations During Emergency Situations
Telework Tools:

· A Coast Guard (CG) standard workstation or personally-owned equipment may be used (use of CG workstations is preferred).  Use of personally-owned equipment will require obtaining a CAC reader and downloading the appropriate remote access software, available on the CG Portal TISCOM Virtual Desktop webpage (software and installation guides) available at: https://cg.portal.uscg.mil/units/tiscom/Services/SitePages_EISI/Virtual_Desktop.aspx 
· Not all telework requires the full range of technology options.  For example, a teleworker whose tasks include reviewing or writing documents, or other tasks that can be accomplished offline, may not necessarily need to use the remote access service.

Tips for a Successful Telework:
· Flexibility:  Telework is a benefit, not an entitlement. When work requires in office presence, employees are expected to accommodate those needs.  Additionally, while not all work lends itself to routine (regularly scheduled) telework, situational (ad-hoc) telework is an option.
· Build a trusting environment:  Ensure the telework arrangement is not noticeable to customers, management, and co-workers, by: 

·  posting the duration of the telework arrangement; 

· notifying customers of telephone numbers to call during telework days; 

· regularly checking voice mails at the desk (e.g., every hour);

· Employees located at St. Elizabeths can have voicemail forwarded to their email. This service can be requested via CGFIXIT;
· adhering to the established work schedule and requesting leave if needed for telework days

· Monitor performance:  Hold employees accountable for their work fairly and promptly. Telework does not create inefficiencies, but rather exposes them.  Use established and agreed upon metrics for productivity ensure long-term team success while teleworking.
· Stay connected:  Ensure all team members know the best and expected methods for communication.  Commit with each other to an acceptable response period. Supervisors must be as responsive to employee as you expect them to be.  
· Be transparent:  Use shared calendars, instant messenger, email out-of-office messages, desk signage, and other transparent communication vehicles to inform supervisors and coworkers of work status.  Whether in the office or teleworking, employees must be available via telephone, email, and messaging tools (e.g. Skype).  Telework must be recorded in WebTA.
· Be Prepared:  Have extra projects or assignments that could be completed if technology is not available with supervisory agreement.  Be prepared to return to the office or take personal leave (e.g., annual) if work assignments cannot be completed without technology.
· Manage by results, not by physical presence:  Supervisors must establish a clear definition of objectives and performance indicators, and ensure close monitoring of those indicators for teleworking employees.
· Be resourceful and diligent with technology:  For example, if VDI is not available Outlook Web Access (for email only) may be a viable interim solution.  If unsuccessful at establishing a remote access connection, submit requests to CGFIXIT at 1-855-CGFIXIT (243-4948) or https://cgfixit.osc.uscg.mil/ for each incident of a network connection problem to ensure the repetitive nature of the problem is recorded. 
· Guard Against Personally identifiable information (PII) Breaches:  Use, secure, and transmit PII information in the same manner as in the office.  Do not leave government laptops unattended.  Avoid leaving government laptops visible in vehicles.  
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